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Gathering – the need 

Reason 

• While combating cybercrime, several Law Enforcement Agencies come across 
issues law enforcement agencies cannot solve alone. 

Examples 

• RBN 
• Botnet herders 
•  ‘Untouchable’ cybercriminals in general 
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Gathering – the need 

Who were there 

• Serious Organised Crime Agency (SOCA, UK) 
• National High Tech Crime Unit (NHTCU, The Netherlands) 
• National Prosecutor on Cybercrime (The Netherlands) 
•  London Action Plan (anti spam cooperation) 
• Central Information Point for Telecom Investigations (CIOT, The Netherlands) 
• RIPE NCC 

•  (earlier occasion NHTCU’s of France, Italy, Switzerland, Cyprus, …) 
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Cybercrime Taskforce – the focus 

Focus 

•  From a Law Enforcement perspective, establish ways in identifying and denying 
the access to criminal misuse of internet number resources 

Key issue: Working together with RIPE NCC & Community in discovering the 
solutions!! 

• Suggest policies through the existing RIPE NCC channels 
• Address the right  experts & Working Groups for help (Cooperation WG, 

         Database WG, etc) 
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Cybercrime Taskforce – the members 

•  +/- 6 Law Enforcement Agencies 
-  SOCA (UK) 
-  NHTCU (NL) 
-  National Procecuter for Cybercrime (NL) 
-  Anti Spam Representative 
-  Europol 
-  Eurojust 
-  … 

• RIPE 
-  Experts 
-  Support 

• Community 
-  …? 
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Cybercrime Taskforce – to be continued… 


